Traditional KPIs or metrics for evaluating business risks are inefficient for understanding cyber risks
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# Introduction

Several sources [1,2,3,12] define KPIs (Key Performance Indicators) as a tool to measure how well an organisation operates to achieve its objectives; for risk management, KPIs are useful in assessing risks within a business [4]. Applied to cyber-attacks, however, scepticism arises over whether these traditional business methods are feasible for monitoring and mitigating threats. This document endeavours to evaluate the proposed statement above. Firstly, to determine a definition on cyber-attacks. Secondly, understand whether KPIs truly are unsuitable for this type of risk. Thirdly, identify various security technologies currently implemented to mitigate cyber-attacks, including issues found in information security.

# Cyber Attacks

A Cyber-attack identifies as a form of cybercrime relating to illegal activity, where attacks target individuals and organisations alike [5, p. 62]. Examples include Malware – malicious software installation systems operating without users’ knowledge or consent [5, p. 62], [6, p. 95]; Phishing - social engineering where an attacker attempts to manipulate a user into providing personal identity information (PII) for immoral purposes [7, p. 22], [8, p. 63], [9, p. 11], or a distributed denial of service (DDos) attack – when resources of a systems are throttled, unable to perform normal activity [10, pp. 5, 42], [11] to name a few. Based on these types of attacks, being able to monitor and mitigate these risks is no small feat, and the very nature of how they operate could help to explain scepticism in why KPIs are a suboptimal approach.

# Examination of KPI use for Cyber Risks

## Key Performance Indicators

In a journal article by Zhou and He [12], they state that KPIs take much time and effort to implement as well as the uncertainty of KPIs capturing all metrics needed; by which point, the state of the cyber risk landscape could have mutated with unknowing all potential cyber risks that are accounted for. Additionally, a journal article back in 2018 [13] participants found it difficult to understand the KPI calculations for assessing vulnerability and impact, and the number of KPIs to determine impact could increase but presents additional challenges. A further study [14] suggests that traditional performance measures are not suitable for IT-focused intangible assets.

## Key Risk Indicators

Conversely to the above, Tammineedi [15] suggests the use of KPIs in tandem with Key Risk Indicators (KRIs) for synergy between business and risk performance; KRI metrics provide insight into weaknesses in monitoring and control tools, allowing for ongoing risk monitoring between risk assessments [16]. This term is further supported by Young [17], though aware that organisations may be unaware of its full use, to exploit the benefits of mitigating cyber risks.

# Various Security Technologies implemented for Cyber Attack Risks

There are various technologies and processes – current and emerging - within organisations which help to avoid, share, mitigate or accept the relevant risks [18, pp. 23–24] a business is willing to face where operating – partially or fully – within a digital environment. Before examining the ways in which these risks get managed, there are issues when dealing with cyber risk in information security itself.

## Issues within Information Security and risks for management

### Compliance

One issue highlighted in terms of Information Security (IS) that remains, is compliance. As Burman suggests [19, pp. 164–165] compliance issues – albeit from a data and internal perspective within an organisation - may appear in IS due to complex standards difficult to interpret, lack of resource in an organisation to enforce, or technology evolves faster than the compliance in place. There is an aspect from Gibson [20, pp. 253–262], that agrees with Burman, where employees need correct training to follow compliance with the prodigious amount of differing legislation, standards, and policies that could prove difficult to always adhere to or learn, even with the best intentions, resulting an in increased exposure to human error. Furthermore, the current compliance measures seen thus far appear to either too complex to construe correctly, or to a high-level to interpret sufficiently. Not only from a user perspective, but ensuring compliance ensues in all aspects that would fall under the information security space - such as equipment, internal networks, system applications, interactions outside this network to name a selection.

### IS governance not keeping at pace with modern technology and threats.

Whilst improvement is apparent in recent times, there seems to be an impression that IS has a fundamental problem which is yet unrectified; the principles of IS not being able to keep the same pace as technology - and new threats – discovered at macro and micro levels. One example is the length of time in which relevant legislation or standards take to become endorsed, by which point, there is a likelihood such laws are already defunct. As quoted by Mallory [21], this creates inconsistencies with between best practice an organisation endorses, and actual operations that need performing. Additionally, this can apply the polices a organisation applies themselves. As stated by Schinagl and Shahim [22] security in organisations is still a concern, only addressed when something goes wrong - such as a cyber-attack or data breach, rather than a continuous resilience to manage it. One vulnerability associated with this could emulate from the adoption of employees having to work from home, where working practices drastically changed due to the COVID-19 pandemic; which as Georgiaadou, Mouzakitis, and Askounis illustrate [23], asserting an introduction of new vulnerabilities and threats, such as a variant of social engineering commenced on employees.

## Current ways of management for risks and threats

There are various methods at present, which are used to handle risk an organisation may experience for ailments found within their digital environment. One approach is for organisations to transfer risk to a third party, to reduce the impacts effect from a threat if also considering the principle of proportionality [24, p. 32]. This method Is known as risk transference [25]. An example of risk transference is when an organisation would purchase insurance, such as Cyber Insurance to cover liability similar to data breaches [26]. Whilst this does not necessarily reduce the risk present, but reduce the impact of loss for the business, such as reduction in financial loss; similar to other insurances a business would obtain to cover elements such as environmental factors like a natural disaster. Another practice of managing risk, is via risk avoidance; whereby entails elimination of risk by withdrawing resources from it [27]. An example of risk avoidance, could be that a business is physically located in an area susceptible to natural disasters such as flooding or hurricanes; which in turn can lead to power failures, business interruption, data loss; therefore an option would be to move the location of the physical office for the business into the area which does not suffer from this difficulty often or never.

# Conclusion

Although it may be obvious that technology will have a large factor to play in terms of the how a business manages risk within a digital environment. Items discussed above are not an exhaustive list of what to consider. People, data, and planning, however, play fundamental roles in contributing towards successful risk management. There is bias on the use of KPIs not being the favoured method, but more the use of both KRIs and KPIs together. Two main issues of compliance and governance keeping pace with new threats and challenges within the cybersecurity space is something that needs to be addressed from a myriad of perspectives. Recommendations would be taken to see if the structure of how legislation and standards are placed in cyber security, that not only keeps up to date and remains applicable for longer, but also try to simplify what is out there so it can be easily digested by the layman.
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